Zowe

Welcome to Zowe CLI!

Zowe CLI is a command line interface (CLI) that provides a simple and streamlined way to interact
with IBM z/OS.

For additional Zowe CLI documentation, visit https://docs.zowe.org
For Zowe CLI support, visit https://www.zowe.org
Options
e --version | -V (boolean)
o Display the current version of Zowe CLI
e --available-commands | --ac (boolean)

o Displays a list of available commands

Global Options
e --response-format-json | --rfj (boolean)
o Produce JSON formatted data from a command
e --help | -h (boolean)
o Display help text
e --help-web | --hw (boolean)

o Display HTML help in browser


https://docs.zowe.org/
https://www.zowe.org/
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zowe > auth

Connect to Zowe API Mediation Layer authentication service and obtain a token, or disconnect
from the authentication service and revoke the token.

The token provides authentication to services that support the APl ML SSO (Single Sign-On)
capability. When you log in, the token is stored in your default base profile until it expires. Base
profiles store connection information shared by multiple services (e.g., zZOSMF), and are used if
you do not supply connection information in a service profile. To take advantage of the APl ML
SSO capability, you should omit username and password in service profiles so that the token in
the base profile is used.

zowe > auth > login
Log in to an authentication service.

zowe > auth > login » apiml
Log in to Zowe API Mediation Layer authentication service and obtain or update a token.

The token provides authentication to services that support the API ML SSO (Single Sign-On)
capability. When you log in, the token is stored in your default base profile until it expires. Base
profiles store connection information shared by multiple services (e.g., zZOSMF), and are used if
you do not supply connection information in a service profile. To take advantage of the APl ML
SSO capability, you should omit username and password in service profiles so that the token in
the base profile is used.

Usage
zowe auth login apiml [options]
Options

e --show-token | --st (boolean)

o Show the token when login is successful. If specified, does not save the token to a
profile.

Base Connection Options

e --host | -H (string)



o Host name of service on the mainframe.

--port | -P (number)

o Port number of service on the mainframe.

--user | -u (string)
o User name to authenticate to service on the mainframe.
e --password | --pass | --pw (String)
o Password to authenticate to service on the mainframe.
e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.

Default value: true

--cert-file (local file path)
o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)
o The file path to a certificate key file to use for authentication
Profile Options
e --base-profile | --base-p (String)
o The name of a (base) profile to load for this command execution.
Examples
e Log into an API ML instance to obtain or update the token stored in your base profile:
o zowe auth login apiml
e Log in to an API ML instance to obtain a token without storing it in a profile:

o zowe auth login apiml --show-token

zowe > auth » logout

Log out of an authentication service.



zowe > auth » logout » apiml

Log out of the Zowe API Mediation Layer authentication service and revoke the token so it can no
longer authenticate. Also remove the token from the default base profile, if it is stored on disk.

Usage

zowe auth logout apiml [options]

Base Connection Options
e --host | -H (string)
o Host name of service on the mainframe.
e --port | -P (number)
o Port number of service on the mainframe.
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

Allowed values: *apimlAuthenticationToken.*, jwtToken, LtpaToken2
e --token-value | --tv (string)
o The value of the token to pass to the API.
e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.

Default value: true

Profile Options
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Examples

e Log out of an API ML instance to revoke the token that was in use and remove it from your
base profile:



o zowe auth logout apiml
e Log out of an API ML instance to revoke a token that was not stored in a profile:

o zowe auth logout apiml --token-value <token>



Zowe > ca7

Welcome to the CA 7 Zowe CLI!

zowe > ca7 > commands

All the available commands are listed in the COMMANDS section.

zowe > ca7 > commands > addrq

Manually adds temporary, one-time, preexecution user or predecessor job requirements

Usage

zowe ca7 commands addrg [options]

Required Options
e --ca7num (String)
o ca7num=0016

Defines the job to which you want to add the job requirement.

The job must be in the request queue.

Defines the CA 7 job number to which you want to add the requirement for this run of the
job.

Limits: 1 to 4 numeric characters

Options
e --depjob (string)
o example: PAYJOB

Defines a temporary one-time job dependency requirement.

The DEPJOB value specifies the job name that must complete execution

or must be manually posted complete before the job identified by JOB is eligible for
submission.

DEPJOB is required unless USR is used, in which case, omit DEPJOB.
This requirement is satisfied automatically when the predecessor job completes.



Only in unusual situations would this requirement must be satisfied manually.
That is, any time that a normal completion did not occur.

Required: Yes, unless USR is used.
Limits: 1 to 8 alphanumeric characters
e --usr (string)
o example: USER WILL CALL TO RELEASE

Defines the description of a temporary, one-time user requirement.

This requirement must be manually satisfied before the job identified by JOB is eligible
for submission.

If any commas are included as part of the text, enclose the entire requirements text in
parentheses.

This requirement is satisfied automatically when the predecessor job completes.

Only in unusual situations would this requirement must be satisfied manually.

That is, any time that a normal completion did not occur.

Required: USR is required unless DEPJOB is used, in which case, omit USR.

Limits: 1 to 36 alphanumeric characters
e --rmtjob (string)
o example: RMT_JOB

Names the job in the remote scheduler that is required by the job specified in the JOB
field.

Limits: RMTJOB should accept up to 64 characters

valid characters are a-z, A-Z, 0-9, period (.), underscore (_), hyphen (-),

colon (:), and pound (#); do not include embedded spaces or tabs.

e --rmtschd (String)
o example: AP1

Names the remote scheduler where the predecessor job runs.

Before adding this requirement, the remote scheduler must be defined.
The remote scheduler defined as type LOCAL cannot be specified.

Limits: 1 to 3 alphanumeric characters; generic specification not supported.

CA7 Connection Options

e --host | -H (string)



o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.

--user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

--password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (string)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an API mediation layer.

--protocol | -o (String)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (String)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options
e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true

e --token-type | --tt (String)



o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (string)

o The value of the token to pass to the API.
o --cert-file (local file path)

o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples
e Adds the job requirement ca7 number, 0016 from CA 7:

o zowe ca7 commands addrq --ca7num 0016

zowe > ca7 > commands > cancel

For CPU jobs, the CANCEL command only removes the job from the queues.

For XPJOB jobs, the CANCEL command removes the job from the queues.

For agent definition jobs (AGJOBSs), the CANCEL command sends a request to the agent and
removes the job from the queues.

Usage

zowe ca7 commands cancel [options]

Required Options
e --ca7num (String)
o ca7num=0016

Defines the unique CA 7 job number (leading zeros are not required) for the job to
cancel.
Limits: 1 to 4 numeric characters

Options

e --force (string)



o Specifies to force the cancellation of the job.
Use of this option can potentially cause CA WA CA 7 Edition to abend; therefore, only
use it as a last resort.

--reason (String)
o Defines the reason for the job cancellation.

Limits: 1 to 40 alphanumeric characters
Required: No (depending on initialization options)

CA7 Connection Options

--host | -H (string)

o Host name of the CA7 API service that is running on the mainframe system.
--port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.
--user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

--password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

--base-path | --bp (string)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

--protocol | -o (string)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options

--ca7-profile | --ca7-p (string)



o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (String)

o The value of the token to pass to the API.

--cert-file (local file path)
o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Cancel ca7 number, 0016:

o zowe ca7 commands cancel --ca7num 0016

zowe > ca7 > commands > demand

The demanded jobs are placed in the request queue and assigned a unique CA 7 job number.
JOB and JOBL are mutually exclusive.

Usage

zowe ca7 commands demand [options]

Required Options



e --job (string)
o job=PAYROLL

The demanded jobs are placed in the request queue and assigned a unique CA 7 job
number.

1-8 alphanumeric (mutually exclusive w/ jobl
Options
e --jobl (string)
o jobl=payrollISW123

Defines the long name of the job being demanded.

The demanded jobs are placed in the request queue and assigned a unique CA 7 job
number.

e --arfset | --as (string)
o arfset={arfsetname|**NONE**}

Defines the ARF set name that is used for this run of the job.
If you specify *NONE**, no ARF processing is performed for this run of the job.

Limits: 1 to 8 alphanumeric characters or *NONE**
e --cc (string)
o cc=1234

Defines, with RO (relational operator), the job-level condition codes that are used to
determine whether a job executes successfully.

If specified, this value overrides the RO defined for the job in the CA WA CA 7 Edition
database. RO is required when CC is specified.

Default: The job definition panel COND-CODE value when the job is defined to CA WA
CA 7 Edition; otherwise O.

Limits: 1 to 4 numeric characters from 0 to 4095. Invalid with agent jobs.
e --class (string)

o class=n

Defines the workload balancing class for resource checking.



Limits: 1 alphanumeric character
e --count (string)
o count=nnnn

Defines the maximum number of times to repeat the job. COUNT is ignored if INTERVAL
is not specified.

Default: None. The job continues repeating until the STOP time is reached.
Limits: 1 to 4 numeric characters from 0 to 1439. The leading zeros can be discarded.

e --date (string)
o date={+nn|yyddd}

Defines due-out and submit dates.
Limits: If used, specify DOTM or TIME.
+nn

Defines the number of days after the current date.
Limits: 1 to 2 numeric characters from 1 to 99
yyddd

Defines the Julian date to run the job.
e --depjob | --dj (string)
o depjob=jobname2

Defines a single predecessor job that must complete while the demanded job is waiting.
Limits: 1 to 8 alphanumeric characters

e --dotm (string)
o dotm=hhmm

Defines the due-out time-of-day for the job in hours (hh) and minutes (mm).
If DOTM is specified on the DEMAND/DEMANDH command and the value that is given
is earlier than the current time, the due-out day is assumed to be the following day.

If DOTM and LEADTM are both omitted, then deadline start time is assumed to be the
current time plus the LEADTM.

Limits: hh= 2 numeric characters from 0 to 24
mm= 2 numeric characters from 00 to 59



Required: No (unless DATE is used, if so, DOTM or TIME must be specified)

--exec | -e (string)

o exec={NO|YES}

Specifies whether to execute the job (YES/NO).

If NO (N) is used, the job does not run but shows a normal completion as if it did run. The
value that is specified here overrides the value that is coded on the job definition EXEC
field.

Default: The job definition panel EXEC value if the job is defined to CA WA CA 7 Edition;
otherwise YES.

--interval | -i (String)

o interval=hhmm

Identifies that the job is repeated (executed more than once) and defines the amount of
time between each iteration.

If INTERVAL is specified, the TIME and TYPE keywords are required. If both INTERVAL
and COUNT are specified, the INTERVAL value times the COUNT value must total less
than 24 hours.

Limits: hh=2 numeric characters from 0 to 23
mm=2 numeric characters from 00 to 59

--jelid | --ji (string)

o jclid=10

Defines the JCL data set that contains the execution JCL to be submitted.

If used, the value must be a numeric INDEX associated with the wanted JCL data set (on
the JCL statement in the initialization file).

If the job is defined in the database, the value must be the same as the value on the
DB.1 panel or the Optional PARMLIB/Parmlib value on the DB.10 and DB.11 panels.This
field or the JCLLIB field is required if the job is not defined in the database. JCLID and
JCLLIB are mutually exclusive.Limits: 1 to 3 numeric characters from O through 254 and
from 256 through 999. 255 is reserved.

--jcllib | --j1 (string)

o jcllib=&SPECIAL



Defines the JCL data set that contains the execution JCL to be submitted.

If used, the value must be a symbolic INDEX associated with the wanted JCL data set
(on the JCL statement in the initialization file).

If the job is defined in the database, the value must be the same as the value on the
DB.1 panel or the Optional PARMLIB/Parmlib value on the DB.10 and DB.11 panels.This
field or the JCLLIB field is required if the job is not defined in the database. JCLID and
JCLLIB are mutually exclusive.Limits: 2 to 16 alphanumeric characters beginning with
ampersand (&)

e --late (string)
o late={NO|YES}

Specifies whether a notification occurs when the job becomes late.

Specify YES (Y) to make the job eligible to be marked LATE. If NO (N) is used, the job is
never marked LATE. The value that is specified here overrides the value that is coded on
the job definition PROMPTS field.

e --leadtm | --1t (string)
o leadtm={0100|hhmm}

Specifies the lead (processing) time that is required for the job to run.
If omitted, 1 hour is usedFormat: hhmm

Limits: hh= 2 numeric characters from 0 to 24

mm= 2 numeric characters from 00 to 59You can omit leading zeros.

e --mainid | --mi (String)
o mainid={ALL|SYn|/SYn|-SYn}

Specifies the MAINID, as defined in the initialization file CPU statement, to which you
want to redirect the job.

The value that is specified here overrides the value that is coded on the job definition
MAINID field. The name must be one of the following values:

ALL
Specifies all CPUs are acceptable for executing the job.

SYn
n defines the CPU to which the job is being redirected. The value of n can range from 1
to 7.



/ISYn
n defines a CPU to which the job cannot be submitted. The value of n can range from 1
to 7.

-SYn
n defines a CPU to which the job cannot be submitted. The value of n can range from 1
to 7.

Limits: Invalid for internal cross-platform jobs.

e --prty (string)

o prty=nnn
Defines the initial workload balancing priority

Limits: 1-3 numeric (1-255).
e --rms (String)
o rms={NO|YES}

Specifies whether CA WA CA 7 Edition inserts the CA Workload Automation Restart
Option for z/OS Schedulers RMS step.

Specify YES (Y) to insert the step with the CA Workload Automation Restart Option for
z/OS Schedulers processing code of P. Enter NO (N) to indicate that the RMS step is not
inserted.

The value that is specified here overrides the value that is coded on the job definition
INSERT-RMS field.

Default: The job definition panel INSERT-RMS value if job defined to CA WA CA 7
Edition; otherwise NO.

Limits: Invalid for internal cross-platform jobs.

e --ro (string)
o ro={EQ|LT|GT|GE|LE|NE|#S]|IG|0}

Specifies the relational operator of the condition code (CC) or if the step level #SCC
statements are being used in the JCL of the job.

EQ
Equal to



LT
Less than

GT
Greater than

GE
Greater than or equal to

LE
Less than or equal to

NE
Not equal to

#S
Step condition code tests to be made based on a #SCC statement.

IG

No evaluation of the job is done. CA WA CA 7 Edition always assumes that the job
completes successfully, regardless of condition codes, abend codes, or run-time JCL
errors.

Limits: Invalid with agent jobs.
e --schid | --si (string)
o schid={1|nnn}

Indicates the schedule ID to be used for evaluating JCL overrides that are scheduled with
the #Jx or #Xx commands.

Default: 1
Limits: 1 to 3 numeric characters from 1 to 999 (See Note)

No (unless the SCHEDULE statement in the initialization file specifies SCHID=YES, then
this parameter is required)

e --set (String)
o set={NDB|NTR|SKP}

Specifies skip the next scheduled cycle for the job (SKP), disable triggering (NTR), or
bypass the database updating at the job completion.



SKP

Specifies this run of the job takes the place of the next scheduled run. This value has the
same effect as entering NXTCYC,SET=SKP. It is reflected on output from LJOB and
LLOCK commands as if NXTCYC,SET=SKP was used. This parameter is invalid if the
job has no schedule. SET=SKP has no impact on repeating jobs that are already in the
queues.

NTR
Specifies normal triggering is disabled only for this run of the job.

NDB

Allows a job to bypass all load processing at the job completion, but allows other
processing to proceed typically.

e --stop (string)
o stop=hhmm

Defines the clock time after which the job is not repeated. STOP is ignored if INTERVAL
is not specified.

Default: 1439 minutes (24 hours minus 1 minute) after the submit time
Limits: hh=1 through 2 numeric characters from 0 to 23
mm=2 numeric characters from 00 to 59

e --time (String)
o time={hhmm|+hhmm}
Establishes a submit time-of-day requirement for the job.

Format: hhmm

Defines the time-of-day where hh is hours (0 through 23) and mm is minutes (00 through
59).
Leading zeros are not required

e --type (string)
o type={CLOCK|END|RES|START}

Indicates that the job is being scheduled for rerun.
The value must be specified as shown.

TYPE=RES is optional.If used, a restart requirement is placed on the job, and the job has
to be manually restarted.Limits: RES, CLOCK, START, or END



CA7 Connection Options
e --host | -H (string)

o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)
o Port for the CA7 API service that is running on the mainframe system.
e --user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (string)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

--protocol | -o (String)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (string)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)

o Reject self-signed certificates.



Default value: true

--token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

--token-value | --tv (String)

o The value of the token to pass to the API.

--cert-file (local file path)
o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Demand job, PAYROLL to CA 7:

o zowe ca7 commands demand --job PAYROLL

zowe > ca7 > commands > demandh

The demanded jobs are placed in the request queue and assigned a unique CA 7 job number.

Usage

zowe ca7 commands demandh [options]

Required Options
e --job (string)
o job=PAYROLL

Defines the name of the job being demanded.
The demanded jobs are placed in the request queue and assigned a unique CA 7 job
number.

Options

e --jobl (string)



o jobl=payrollISW123

Defines the long name of the job being demanded.

The demanded jobs are placed in the request queue and assigned a unique CA 7 job
number.

e --arfset | --as (String)
o arfset={arfsetname|**NONE**}

Defines the ARF set name that is used for this run of the job.
If you specify *NONE**, no ARF processing is performed for this run of the job.

Limits: 1 to 8 alphanumeric characters or *NONE**
e --cc (string)

o cc=1234

Defines, with RO (relational operator), the job-level condition codes that are used to
determine whether a job executes successfully.

If specified, this value overrides the RO defined for the job in the CA WA CA 7 Edition
database. RO is required when CC is specified.

Default: The job definition panel COND-CODE value when the job is defined to CA WA
CA 7 Edition; otherwise 0.

Limits: 1 to 4 numeric characters from 0 to 4095. Invalid with agent jobs.
e --class (string)
o class=n
Defines the workload balancing class for resource checking.
Limits: 1 alphanumeric character
e --count (String)

o count=nnnn

Defines the maximum number of times to repeat the job. COUNT is ignored if INTERVAL
is not specified.

Default: None. The job continues repeating until the STOP time is reached.
Limits: 1 to 4 numeric characters from 0 to 1439. The leading zeros can be discarded.



e --date (string)
o date={+nn|yyddd}

Defines due-out and submit dates.
Limits: If used, specify DOTM or TIME.
+nn

Defines the number of days after the current date.
Limits: 1 to 2 numeric characters from 1 to 99
yyddd

Defines the Julian date to run the job.
e --depjob | --dj (string)
o depjob=jobname?2

Defines a single predecessor job that must complete while the demanded job is waiting.
Limits: 1 to 8 alphanumeric characters

e --dotm (String)
o dotm=hhmm

Defines the due-out time-of-day for the job in hours (hh) and minutes (mm).
If DOTM is specified on the DEMAND/DEMANDH command and the value that is given
is earlier than the current time, the due-out day is assumed to be the following day.

If DOTM and LEADTM are both omitted, then deadline start time is assumed to be the
current time plus the LEADTM.

Limits: hh= 2 numeric characters from 0 to 24
mm= 2 numeric characters from 00 to 59

Required: No (unless DATE is used, if so, DOTM or TIME must be specified)
e --exec | -e (string)
o exec={NO|YES}

Specifies whether to execute the job (YES/NO).

If NO (N) is used, the job does not run but shows a normal completion as if it did run. The
value that is specified here overrides the value that is coded on the job definition EXEC
field.



Default: The job definition panel EXEC value if the job is defined to CA WA CA 7 Edition;
otherwise YES.

e --interval | -i (string)
o interval=hhmm

Identifies that the job is repeated (executed more than once) and defines the amount of
time between each iteration.

If INTERVAL is specified, the TIME and TYPE keywords are required. If both INTERVAL
and COUNT are specified, the INTERVAL value times the COUNT value must total less
than 24 hours.

Limits: hh=2 numeric characters from O to 23
mm=2 numeric characters from 00 to 59

e --jclid | --ji (string)
o jclid=10
Defines the JCL data set that contains the execution JCL to be submitted.

If used, the value must be a numeric INDEX associated with the wanted JCL data set (on
the JCL statement in the initialization file).

If the job is defined in the database, the value must be the same as the value on the
DB.1 panel or the Optional PARMLIB/Parmlib value on the DB.10 and DB.11 panels.This
field or the JCLLIB field is required if the job is not defined in the database. JCLID and
JCLLIB are mutually exclusive.Limits: 1 to 3 numeric characters from 0 through 254 and
from 256 through 999. 255 is reserved.

e --jcllib | --j1 (string)
o jcllib=&SPECIAL
Defines the JCL data set that contains the execution JCL to be submitted.

If used, the value must be a symbolic INDEX associated with the wanted JCL data set
(on the JCL statement in the initialization file).

If the job is defined in the database, the value must be the same as the value on the
DB.1 panel or the Optional PARMLIB/Parmlib value on the DB.10 and DB.11 panels.This
field or the JCLLIB field is required if the job is not defined in the database. JCLID and



JCLLIB are mutually exclusive.Limits: 2 to 16 alphanumeric characters beginning with
ampersand (&)

e --late (string)
o late={NO|YES}

Specifies whether a notification occurs when the job becomes late.

Specify YES (Y) to make the job eligible to be marked LATE. If NO (N) is used, the job is
never marked LATE. The value that is specified here overrides the value that is coded on
the job definition PROMPTS field.

e --leadtm | --1t (String)
o leadtm={0100|hhmm}

Specifies the lead (processing) time that is required for the job to run.
If omitted, 1 hour is usedFormat: hhmm

Limits: hh= 2 numeric characters from 0O to 24

mm= 2 numeric characters from 00 to 59You can omit leading zeros.

e --mainid | --mi (String)
o mainid={ALL|SYn|/SYn|-SYn}

Specifies the MAINID, as defined in the initialization file CPU statement, to which you
want to redirect the job.

The value that is specified here overrides the value that is coded on the job definition
MAINID field. The name must be one of the following values:

ALL
Specifies all CPUs are acceptable for executing the job.

SYn
n defines the CPU to which the job is being redirected. The value of n can range from 1
to 7.

/ISYn
n defines a CPU to which the job cannot be submitted. The value of n can range from 1
to 7.

-SYn
n defines a CPU to which the job cannot be submitted. The value of n can range from 1
to 7.



Limits: Invalid for internal cross-platform jobs.

--prty (String)

o prty=nnn

Defines the initial workload balancing priority

Limits: 1-3 numeric (1-255).

--rms (String)

o rms={NO|YES}

Specifies whether CA WA CA 7 Edition inserts the CA Workload Automation Restart
Option for z/OS Schedulers RMS step.

Specify YES (Y) to insert the step with the CA Workload Automation Restart Option for
z/OS Schedulers processing code of P. Enter NO (N) to indicate that the RMS step is not
inserted.

The value that is specified here overrides the value that is coded on the job definition
INSERT-RMS field.

Default: The job definition panel INSERT-RMS value if job defined to CA WA CA 7
Edition; otherwise NO.

Limits: Invalid for internal cross-platform jobs.

--ro (string)

o ro={EQI|LT|GT|GE|LE|NEJ#S|IG|0}

Specifies the relational operator of the condition code (CC) or if the step level #SCC
statements are being used in the JCL of the job.

EQ
Equal to

LT
Less than

GT
Greater than

GE
Greater than or equal to



LE
Less than or equal to

NE
Not equal to

#S
Step condition code tests to be made based on a #SCC statement.

IG

No evaluation of the job is done. CA WA CA 7 Edition always assumes that the job
completes successfully, regardless of condition codes, abend codes, or run-time JCL
errors.

Limits: Invalid with agent jobs.
e --schid | --si (string)
o schid={1|nnn}

Indicates the schedule ID to be used for evaluating JCL overrides that are scheduled with
the #Jx or #Xx commands.

Default: 1
Limits: 1 to 3 numeric characters from 1 to 999 (See Note)

No (unless the SCHEDULE statement in the initialization file specifies SCHID=YES, then
this parameter is required)

e --set (string)
o set={NDB|NTR|SKP}

Specifies skip the next scheduled cycle for the job (SKP), disable triggering (NTR), or
bypass the database updating at the job completion.

SKP

Specifies this run of the job takes the place of the next scheduled run. This value has the
same effect as entering NXTCYC,SET=SKP. It is reflected on output from LJOB and
LLOCK commands as if NXTCYC,SET=SKP was used. This parameter is invalid if the
job has no schedule. SET=SKP has no impact on repeating jobs that are already in the
queues.

NTR
Specifies normal triggering is disabled only for this run of the job.



NDB

Allows a job to bypass all load processing at the job completion, but allows other
processing to proceed typically.

e --stop (string)
o stop=hhmm

Defines the clock time after which the job is not repeated. STOP is ignored if INTERVAL
is not specified.

Default: 1439 minutes (24 hours minus 1 minute) after the submit time
Limits: hh=1 through 2 numeric characters from 0 to 23
mm=2 numeric characters from 00 to 59

e --time (string)
o time={hhmm|+hhmm}
Establishes a submit time-of-day requirement for the job.

Format: hhmm

Defines the time-of-day where hh is hours (0 through 23) and mm is minutes (00 through
59).
Leading zeros are not required

e --type (String)
o type={CLOCK|END|RES|START}

Indicates that the job is being scheduled for rerun.
The value must be specified as shown.

TYPE=RES is optional.If used, a restart requirement is placed on the job, and the job has
to be manually restarted.Limits: RES, CLOCK, START, or END

CA7 Connection Options
e --host | -H (string)
o Host name of the CA7 API service that is running on the mainframe system.
e --port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.



e --user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (string)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an API mediation layer.

--protocol | -o (string)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (string)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (string)



o The value of the token to pass to the API.
e --cert-file (local file path)

o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Demand and hold job, PAYROLL:

o zowe ca7 commands demandh --job PAYROLL

zowe > ca7 > commands » hold

This function is available on the QM.1 panel with a FILL value of H.

Depending on the timing and whether you have any other

predecessor situations, the QM.3 panel can sometimes accomplish this process.
For more information on HOLD command, see the techdocs folder in this project.

Usage

zowe ca7 commands hold [options]

Options
e -q (String)

o example: RDY
Specifies to hold the contents of an entire queue.
Possible values:
REQ
Specifies to hold all jobs currently in the request queue.
RDY
Specifies to hold all jobs currently in the ready queue.
Required: Yes, unless job number is used.

e --ca7num (String)
o ca7num=0016

Defines the individual job number to hold. Omit if Q is specified.



CA7 Connection Options
e --host | -H (string)

o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)
o Port for the CA7 API service that is running on the mainframe system.
e --user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (string)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

--protocol | -o (String)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (String)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)

o Reject self-signed certificates.



Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (String)

o The value of the token to pass to the API.

--cert-file (local file path)
o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Holds the entire RDYQ:

o zowe ca7 commands hold --g RDY

zowe > ca7 > commands > jclovrd

The JCLOVRD command establishes or satisfies JCL override requirements.

Usage

zowe ca7 commands jclovrd [options]

Required Options
e --ca7num (String)
o ca7num=0016

Defines the CA 7 job number of the job in the request queue for which to establish or
remove the override requirement.
Limits: 1 to 4 numeric characters

e --set (String)

o example: ON
Specifies to establish or satisfy JCL override requirements.



When a job fails with a JCL error, the JCL override requirement is automatically
set to ON when the job returns to the request queue.

ON

Establishes a JCL override requirement for the specified job.

The SET=ON option is used for jobs in the request queue to indicate that

an override is needed before execution is to occur.

OFF

Satisfies a JCL override requirement for the specified job. The SET=0OFF option indicates
that a previously defined

need (requirement) for overrides has been satisfied and execution can be safely
attempted.

When a JCL override requirement is set to OFF,

that requirement no longer appears on a requirements list for the job

When a REPL is done from the QM.5 panel, the JCL override requirement is
automatically set to OFF.

WLM

Sets job to allow the insertion of SCHENV= keyword on the JOB

statement at submission time when these conditions are true:

The scheduling environment insertion feature is activated.

A scheduling Environment VRM definition is attached to the job (or SCHENYV global
default).

NOWLM

Sets job to suppress the insertion of a SCHENV= keyword on the JOB statement at
submission

time even when one is typically associated with the job.

This option can be used when the validation of an associated IBM WLM scheduling
environment

has failed causing the job to be requeued (see Browse message SSMO0-42).
FSetting the NOWLM option lets you submit the job without SCHENV= keyword
insertion.

CA7 Connection Options
e --host | -H (string)
o Host name of the CA7 API service that is running on the mainframe system.
e --port | -P (number)
o Port for the CA7 API service that is running on the mainframe system.

e --user | -u (string)



o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (String)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

e --protocol | -o (string)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (string)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (String)

o The value of the token to pass to the API.



e --cert-file (local file path)
o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Satisfies JCL override ca7 number 0016:

o zowe ca7 commands jclovrd --ca7num 0016 --set ON

zowe > ca7 » commands > post

The POST command indicates to the CA Workload Automation CA 7 Editionsystem that a
preexecution requirement for a job in the request queue is satisfied

Usage
zowe ca7 commands post [options]
Required Options

e --ca7num (String)

o ca7num=0016
Indicates the job number in up to four digits, for which requirements are posted.

Options

e --usr (String)

o example: USER WILL CALL TO RELEASE

(Optional) Identifies a user-defined description of a requirement to post as satisfied.

Mutually exclusive with DEPJOB and DSN.

When used, must match the text that is used to define the requirement on the DB.6 panel

or with the ADDRQ command.
Limits: 1 to 36 alphanumeric characters

e --depjob (string)



o example: PAYJOB

(Optional) Identifies a predecessor job dependency requirement to post as satisfied.
Value must be a specific job name.
Mutually exclusive with DSN and USR.

In normal situations, CA WA CA 7 Edition automatically posts this type of requirement
when the predecessor job completes its execution successfully.

A manual posting is only necessary if a job defined as a requirement was not to be run,
or ran unsuccessfully and a successor job is to be run.The DEPJOB must be posted if it
is not currently defined to CA WA CA 7 Edition

(an external job).

Limits: 1 to 8 alphanumeric characters

--dsn (string)

o example: CA7.DSN1

(Optional) Identifies a data set requirement to post as satisfied.
Value can be a specific data set name or a CA WA CA 7 Edition data set number.
If you are using a number, only the number can be specified without the DS prefix.

Mutually exclusive with DEPJOB and USR.
dsname

Indicates a specific data set name.

Limits: 1 to 44 alphanumeric characters
dsnumber

Indicates a specific data set number.
Limits: 1 to 8 numeric characters

--internal (String)

o example: YES

(Optional) Valid only with DSN to indicate that the data set being posted is internal to the
CA WA CA 7 Edition workload.

YES is the only acceptable value.

Mutually exclusive with USR, DEPJOB, and PREQ.

In normal situations, CA WA CA 7 Edition automatically posts requirements for internal
data sets.

Limits: YES is the only acceptable value.

--preq (string)

o example: (17,19,20,32)

(Optional) Valid only with DSN to identify up to 11 numeric values to include



with other CA WA CA 7 Edition log data logged as a result of the POST command being
issued.

Mutually exclusive with USR, DEPJOB, and INTERNAL.

Code values in sublist form, within parentheses.

You can code up to 11 values that are separated by commas between the parentheses.
Each value cannot exceed 4 numeric digits.

This optional field can be useful for logging any meaningful numbers, such as batch
numbers, which can later be reviewed in the log data set.

e --rmtjob (string)
o example: RMT_JOB

Names the job in the remote scheduler that is required by the job specified in the JOB
field.

Limits: RMTJOB should accept up to 64 characters

valid characters are a-z, A-Z, 0-9, period (.), underscore (_), hyphen (-),

colon (:), and pound (#); do not include embedded spaces or tabs.

e --rmtschd (string)
o example: AP1

Names the remote scheduler where the predecessor job runs.

Before adding this requirement, the remote scheduler must be defined.
The remote scheduler defined as type LOCAL cannot be specified.

Limits: 1 to 3 alphanumeric characters; generic specification not supported.

CA7 Connection Options
e --host | -H (String)
o Host name of the CA7 API service that is running on the mainframe system.
e --port | -P (number)
o Port for the CA7 API service that is running on the mainframe system.
e --user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)



o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (string)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

e --protocol | -o (string)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (String)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options
e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (string)

o The value of the token to pass to the API.

--cert-file (local file path)
o The file path to a certificate file to use for authentication

e --cert-key-file (local file path)



o The file path to a certificate key file to use for authentication

Examples

e The requirement for ca7 number 0016 in the request queue is satisfied:

o zowe ca7 commands post --ca7num 0016

zowe > ca7 > commands > prscf

The PRSCF command frees a shared, exclusive, or RCT resource that is connected to a job

Usage

zowe ca7 commands prscf [options]

Options
e --job (string)
o example: 1234

Specifies the CA Workload Automation CA 7 Edition job name or number to which the
resource is attached.

jobnumber

Indicates a specific CA 7 job number.

Limits: 1 to 4 numeric characters

e --rsrc (string)
o example: RESOURCE.TYPE2.EXEC

Specifies the fully qualified resource name to free.
You can optionally specify * to indicate to free all resources that are connected to the job.
Limits: 1 to 44 alphanumeric characters

e --force (string)
o example: YES
(Optional) FORCE=YES indicates that CA WA CA 7 Edition is not to evaluate

the availability of the named resources for this run of the job only.
This run of the job does not use the named resources.
This keyword can be used on an exception basis to let a job in a



W-RSRC status bypass VRM checking for one or more resources defined for it on the
RM.1 panel.

CA7 Connection Options

--host | -H (string)
o Host name of the CA7 API service that is running on the mainframe system.
e --port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.

--user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

--password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (string)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an API mediation layer.

--protocol | -o (String)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (String)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options



e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (string)

o The value of the token to pass to the API.

--cert-file (local file path)
o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Frees a shared resource name, ZOWECRM1 that attached to the job 1234:

o zowe ca7 commands prscf --job 1234 --rsrc ZOWECRM1

zowe > ca7 » commands > prsga

The PRSQA command activates a corequisite resource

Usage
zowe ca7 commands prsga [options]
Options
e --rsrc (string)
o example: CICSREGS

Specifies a fully qualified corequisite resource name.
Limits: 1 to 44 alphanumeric characters

e --internal (string)



o example: YES

(Optional) If YES or Y is specified, the command is not forwarded to other CA 7
instances

even if VRM Corequisite Propagation is enabled and the resource name matches the
selection criteria.

Default: NO

CA7 Connection Options
e --host | -H (string)

o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.

--user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (String)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

--protocol | -o (string)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (String)

o The name of a (ca7) profile to load for this command execution.



e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (String)

o The value of the token to pass to the API.

--cert-file (local file path)

o The file path to a certificate file to use for authentication

--cert-key-file (local file path)
o The file path to a certificate key file to use for authentication
Examples
o Activates a corequisite resource name CICSREGS:

o zowe ca7 commands prsqa --rsrc CICSREGS8

zowe > ca7 > commands > release

Release a single job to CA 7.

Usage
zowe ca’7 commands release [options]
Options

e -q (string)



o Q={REQIRDY}

Indicates to release the contents of an entire queue. Omit Q when JOB or JOBL is
specified.

REQ
Release the contents of the request queue.

RDY
Release the contents of the ready queue.

e --ca7num (string)
o ca7num=0016

Defines the name of the job number to release.
Indicates the individual job to release. JOB is required to release a specific job. Omit JOB
when JOBL or Q is specified.

CA7 Connection Options

--host | -H (string)

o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.

--user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

--password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

--base-path | --bp (String)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an API mediation layer.

--protocol | -o (String)



o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (string)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (String)

o The value of the token to pass to the API.

--cert-file (local file path)
o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Release ca7 number 0016 from CA 7:

o zowe ca7 commands release --ca7num 0016

zowe > ca7 » commands > requeue



Re-queues jobs from the ready or active queues back to the request queue.

Usage

zowe ca7 commands requeue [options]

Options
e --agent (String)

o example: UXAGENT
(Optional) Indicates the agent name or mask that an agent name must match for an
agent job

before it is moved back to the request queue, is given a restart requirement, and is
flagged as having been requeued.

AGENT cannot be used with CPU, MAINID, or NODE.

For any agent job that is requeued, a cancel request is sent to the agent running the job.
The status of the agent or the computer on which the agent is running determines
whether the request is honored.

Limits: 1 to 16 alphanumeric charactersDefault: * (all agent names)

e --cpu (string)

o example: 34
(Optional) Used with JOB to specify the CPU ID of active queue jobs that are to be
requeued.
The value identifies the CPU and corresponds to the CPU field displayed on the LQ
command (the SMF identifier).
CPU cannot be used with MAINID, NODE, or AGENT.
The CPU parameter is ignored if used with a JOB parameter that references a specific
job name or job number, but not if a job mask is specified.
Limits:
1 to 4 numeric characters

e --force (string)

o example: CMP
(Optional) Resumes job completion for stranded jobs.
When a job finishes executing, it must move to the request queue so that CA WA CA 7
Edition
can process the database and queue updates that are required for job completion.
But, if a job cannot be moved because of an I/O error or an out-of-space condition on the



request queue,

the job may be stranded in the ready or active queue, unable to complete

Once the request queue error is corrected, you can use REQUEUE with FORCE=CMP to
resume job completion for these jobs.

Limits: CMP is the only value

e --ca7num (String)

o example: 0029
(Optional) Indicates the job number
must match before it is moved back to the request queue, is given a restart requirement,
and is flagged as having been requeued.
If JOB is used alone, both the active and ready queues are searched for the specified job
number.
If JOB is used with Q, the search is restricted to the indicated queue. jobname,jobnumber
and longjobname are mutually exclusive
Default:
* (all jobs)Limits:
1 to 8 alphanumeric characters

e --jobname | --jn (String)

o example: PAYROLL
(Optional) Indicates the job name, or mask that a job name
must match before it is moved back to the request queue, is given a restart requirement,
and is flagged as having been requeued.
If JOB is used alone, both the active and ready queues are searched for the specified
job.
If JOB is used with Q, the search is restricted to the indicated queue. jobname,jobnumber
and longjobname are mutually exclusive.
Default:
* (all jobs)Limits:
1 to 8 alphanumeric characters

e --longjobname | --1jn (String)

o example: ALONGJOBNAME
(Optional) Indicates the long job name or mask that a long job name must match before
it is moved back to the request queue, is given a restart requirement, and is flagged as
having been requeued.
If JOBL is used alone, both the active and ready queues are searched for the specified
long job name.



If JOBL is used with Q, the search is restricted to the indicated
gueue.jobname,jobnumber and longjobname are mutually exclusive
Limits: 1 to 64 alphanumeric characters

--mainid (String)

o example: ALL|SY2|/SY3

(Optional) Used with JOB to indicate that only those jobs in the ready queue with this
MAINID are to be requeued.

Value must be specified as a single MAINID name.

MAINID cannot be used with CPU, NODE, or AGENT.

The MAINID parameter is ignored if used with a JOB parameter that references a
specific job name or job number, but not if a job mask is specifie

The name must be one of the following values:

ALL Indicates that all MAINIDs are considered.

SYn Where n indicates a CPU assigned number as defined in the initialization file CPU
statement.

The value of n can range from 1 to 7.

/ISYn

Where n indicates a CPU assigned number. The / indicates “not this MAINID.

The value of n can range from 1 to 7.

Limits: 1 to 4 alphanumeric characters

--node (String)

o example: NODEXP

(Optional) Indicates the node name or mask that a node name must match for an XPJOB
job,

before it is moved back to the request queue, is given a restart requirement, and is
flagged as having been requeued.

NODE cannot be used with CPU, MAINID, or AGENT.

For any XPJOB that is requeued, a cancel request is sent to the node where the job is
running

(assuming the initialization file XPDEF statement parameter XPKILL=NO is not set).
The status of the node or the computer that the node points to, determines whether the
request is honored.

Limits:

1 to 8 alphanumeric characters

-q (string)

o q=RDY



Used with JOB to indicate in which queue the job search is to occur
ACT The active queue. RDY The ready queue.

e --type (string)

o (Optional) Flags the job after it returns to the request queue with a status of JCLERR
instead of REQUE.
If not coded, the status reflects REQUE.

CA7 Connection Options
e --host | -H (string)

o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.

--user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

--base-path | --bp (String)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

--protocol | -o (String)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (String)

o The name of a (ca7) profile to load for this command execution.



e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (String)

o The value of the token to pass to the API.

--cert-file (local file path)

o The file path to a certificate file to use for authentication

--cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Requeues jobs in the ready queue back to the request queue:

o zowe ca7 commands requeue --q RDY

zowe > ca7 > commands > resolv

Work that is scheduled by a trigger or on-request work that is DEMANDed or RUN has no direct
relationship to a base calendar and therefore does not require the use of this function.

Usage

zowe ca7 commands resolv [options]

Required Options

e --job (string)



o example: AJOB*

Limits selection for resolution to the jobs specified. If omitted, all job schedules are
candidates for resolution. Value can be a specific job name or a generic name that
identifies multiple jobs beginning with the specified characters.

An asterisk (*) must be used to delimit the generic job name. The asterisk can appear in
any of the eight positions but must immediately follow the last significant character of the
job name requested.

For example:

AB* causes all jobs beginning with AB to be selected for resolution.

* causes all job schedules to be selected for resolution.

Options
e --duplicateDate | --ddate (String)
o example: NO

Indicates whether to produce specific duplicate day messages (SRC1-137) each time
that two or more schedule IDs for the same job schedule a given day.

The default is NO unless the extended resolve message option is set in the user profile
by the /PROF command.

e --oldYear | --oyr (String)
o example: 22

Specifies the year that is defined in the schedule member data (the value that is supplied
by YEAR in the previous resolution that updated the schedule member).

Only those candidate schedule members whose year data matches the OLDYR value
are selected for resolution.

If used, use one of the following values:

empty: It is default, if omitted, only those schedule members that have not previously
been resolved or whose schedules have expired are selected.

yy: Indicates a specific year.

*: Indicates all years and all schedules.

e --print (string)
o example: YES

Specifies whether to display a month-by-month schedule day calendar after resolution of
the defined member is complete.
If used, value must be YES or NO (default).



--scal (string)

o example: 22

Value is the xx portion of the base calendar name, SCALyyxx.

The SCAL value must also match the base calendar identifier (SCAL) specified in any
SCHID of the schedule definition for the individual jobs.

This value is used during the selection process of resolution to determine which schedule
members to resolve.

Required: No (unless JOB is omitted)

*: Indicates all SCALSs.

xX: Indicates a specific SCAL.

--test (String)

o example: NO

Indicates whether schedule members are updated because of the resolution process.
YES and NO are the only allowable values.

YES: Normal resolution occurs and all messages are printed, but no updating of the
database occurs.This option can be used at a year-end or whenever a base calendar is
changed to see the results of the resolution activity, without actually changing the
schedule mask or affecting the current schedule process. YES is the default.

NO: Normal resolution occurs and all messages are printed, and updating of the
database occurs.

--year (String)

o example: 20

Identifies the year of the base calendars against which the schedule is resolved. The
value is the number that is the yy portion of the base calendar name, SCALyyxx.

When a schedule is successfully updated, the YEAR value becomes part of the schedule
data (see OLDYR). If the YEAR parameter is not specified, the current year is assumed
to be the year from the system internal date and time.

Also, if YEAR is not coded on the RESOLYV, a determination is made to see whether the
RESOLYV is made within the period January 1 through June 30 as determined from
system date and time.

If so, the schedule is resolved against January through December of the current year. If a
RESOLYV is done within the period July 1 through December 31, the schedule is resolved
against July 1 through December 31 of the current year and January 1 through June 30
of the next year.

This behavior requires the existence of base calendars for calendar years involved. If a



required base calendar is not available, an error message is issued. The schedule
member is unresolved, unless a perpetual calendar is defined for this SCALyyXX. In that
case, the calendar is generated from the PCALYYXX member in the perpetual calendar
data set. YEAR is optional. If YEAR is specified, the resolution is made against January
through December of the year specified.

Default: Current year

Limits: 2 numeric characters

CA7 Connection Options

--host | -H (string)

o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.

--user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (string)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

--protocol | -o (String)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (String)

o The name of a (ca7) profile to load for this command execution.



e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (String)

o The value of the token to pass to the API.

--cert-file (local file path)

o The file path to a certificate file to use for authentication

--cert-key-file (local file path)
o The file path to a certificate key file to use for authentication
Examples
o Creates or modifies processing schedules for jobs, AJOB from CA 7:

o zowe ca7 commands resolv --job AJOB

zowe > ca7 > commands > restart

Restart a single job to CA 7.

Usage

zowe ca7 commands restart [options]

Required Options

e --ca7num (String)



o ca7num=0016

Defines the name of the job to Restart.
Indicates the individual job to Restart, and the value must be a CA 7 job number.

Options
e --bypgdg | --bp (string)
o bypgdg={NO|YES|VER|CAT}

Indicates whether CA Workload Automation Restart Option for z/OS Schedulers
bypasses GDG logic on a restart/rerun.
Value can be NO, YES, VER, or CAT.

Default: CA Workload Automation Restart Option for z/OS Schedulers default value
e --condcd | --cc (string)
o condcd=nnnn

Indicates an optional CA Workload Automation Restart Option for z/OS Schedulers
condition code

that the CA Workload Automation Restart Option for z/OS Schedulers step sets when the
rerun is executed.

This option is honored only if CA Workload Automation Restart Option for z/OS
Schedulers is in use

and CA Workload Automation CA 7® Edition is inserting the RMS step.

See the INSERT-RMS field on the DB.1 panel.

Limits: 1 to 4 numeric characters from 0 to 4095
e --forcecomp | --fc (String)
o forcecomp={NO|YES}

Indicates whether to flag the job as a normal completion.
If FORCECOMP=YES, the previous abnormal status of the job is ignored.

Normal job completion processing is performed instead of a restart.
Value can be NO or YES. NO is the default.

e --lcc (string)

o lc=nnnn



Indicates an optional condition code value that replaces the last
condition code value for the step that the LSTP references and, optionally, LPSTP
keywords.

This option is honored only if CA Workload Automation Restart Option for z/OS
Schedulers is in use.

Default: 0
Limits: 1 to 4 numeric characters from O to 4095

e --lstp (string)
o Istp=JS050

Indicates an optional step name that has its last condition code value reset in the
CA Workload Automation Restart Option for z/OS Schedulers CMT.

Code LSTP and LCC when LPSTP is specified.
LSTP requires that an STPSTRT value is specified and that the LSTP step name occurs
in the JCL of the job before the STPSTRT step name.

This option is honored only when CA Workload Automation Restart Option for z/OS
Schedulers is in use.

Limits: 1 to 8 alphanumeric characters
e --lpstp (string)
o |pstp=COPYO010

Indicates an optional step name referencing a procedure that has its last condition code
value reset
in the CA Workload Automation Restart Option for z/OS Schedulers CMT.

If LPSTP is used, also code LSTP and LCC.
This option is honored only if CA Workload Automation Restart Option for z/OS
Schedulers is in use.

Limits: 1 to 8 alphanumeric characters
e --procstrt | --ps (string)
o procstrt=procname

Indicates an optional step name referencing a procedure where processing is to start.
If PROCESS=R and PROCSTRT are used, also code STPSTRT.



This option is honored only if CA Workload Automation Restart Option for z/OS
Schedulers is in use.

Limits: 1 to 8 alphanumeric characters
e --procend | --pe (String)
o procend=prochame
Indicates an optional step name referencing a procedure where processing is to end.

If PROCESS=R and PROCEND are used, code STPEND.
This option is honored only if CA Workload Automation Restart Option for z/OS
Schedulers is in use.

Limits: 1 to 8 alphanumeric characters
e --process (String)
o process=code

Indicates an optional CA Workload Automation Restart Option for z/OS Schedulers
processing function code character to use in the restart/rerun.

This option is honored only if CA Workload Automation Restart Option for z/OS
Schedulers is in use
and CA WA CA 7 Edition is inserting the RMS step.

See the INSERT-RMS field on the DB.1 panel. Value can be F, P, S, N, O, or R.

Default: P
Limits: 1 alphabetic character

e --reason | -r (string)
o reason=text

Specifies a reason for the restart.

If the CA Workload Automation Restart Option for z/OS Schedulers Reason-for-Rerun
module is available,

a code of up to four characters can be input and it is expanded.

Any reason input or expanded is copied to the run log.

This field is optional unless CA Workload Automation Restart Option for z/OS Schedulers
requires a reason or



REASON=YES was specified in the RESTART statement in the initialization file.
Limits: 1 to 40 alphanumeric characters
e --stpend | --se (string)
o stpend=stepname

Indicates an optional step name or number at which processing is to end.
If not specified, the last step of the job is assumed to be the ending step.

Code STPEND when PROCEND is specified.
This option is honored only if CA Workload Automation Restart Option for z/OS
Schedulers is in use.

Limits: 1 to 8 alphanumeric characters
e --stpstrt | --ss (String)
o stpstrt={stepname|*CMT*|*RERUN*|*RESUBP*}

Indicates an optional step name or number at which processing is to start.
If STPSTRT is not coded, the first step of the job is assigned to be the starting step.

Code STPSTRT when PROCSTRT is specified. This option is honored only if CA
Workload Automation Restart Option for z/OS Schedulers is in use.
It can be one of

stepname
Specifies the step name or number at which processing is to start.

*CMT*
Indicates that the job is to restart with the step values currently on the CMT record.

*RERUN*
Indicates to rerun t the total job. If there are no restartable steps, specify RERUN.

*RESUBP*
Indicates that the CMT record of the job is set to production, and then the job is
submitted.

e --suplistp | --su (string)

o supllstp={NO|YES}



Indicates whether to suppress the insertion of the CA Workload Automation Restart
Option for z/OS Schedulers RMS step.

If the job is resubmitted with SUP11STP=YES, the CA Workload Automation Restart
Option for z/OS Schedulers step is not inserted.

Only valid if CA WA CA 7 Edition is inserting the CA Workload Automation Restart Option
for z/OS Schedulers step.

See the INSERT-RMS field on the DB.1 panel.
Value can be NO or YES. NO is the default.

e --usage (String)
o usage=code

Indicates an optional CA Workload Automation Restart Option for z/OS Schedulers
usage code of the character to use in the restart/rerun.

For the values, see the CA Workload Automation Restart Option for z/OS Schedulers
documentation.

This option is honored only if CA Workload Automation Restart Option for z/OS
Schedulers is in use and
CA WA CA 7 Edition is inserting the RMS step.

See the INSERT-RMS field on the DB.1 panel.
Limits: 1 alphanumeric character

e --callrstp | -c (string)
o callrstp={Y|YES}

Displays the CA11 restart step. Value can be Y or YES.

CA7 Connection Options
e --host | -H (string)
o Host name of the CA7 API service that is running on the mainframe system.
e --port | -P (number)
o Port for the CA7 API service that is running on the mainframe system.

e --user | -u (string)



o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (String)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

e --protocol | -o (string)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (string)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (String)

o The value of the token to pass to the API.



e --cert-file (local file path)
o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Restart ca7 number, 0016 from CA 7:

o zowe ca7 commands restart --ca7num 0016

zowe > ca7 > commands > rmtsub

The RMTSUB command is used by a scheduling product that has a remote job dependency on a
CA 7 job.

Usage

zowe ca7 commands rmtsub [options]

Required Options
e --job (string)
o job=0123

Specifies the CA Workload Automation CA 7 Edition job name or number to which the
resource is attached.
1-4 numeric characters, specifies the CA7 job number

Options
e --rmtschd (string)
o example: AP1

Names the remote scheduler where the predecessor job runs.

Before adding this requirement, the remote scheduler must be defined.
The remote scheduler defined as type LOCAL cannot be specified.

Limits: 1 to 3 alphanumeric characters; generic specification not supported.

CA7 Connection Options



--host | -H (string)

o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.

--user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (String)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

--protocol | -o (String)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (String)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options
e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.

Default value: true



e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (String)

o The value of the token to pass to the API.

--cert-file (local file path)
o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Rmtsub job, 0123 to CA 7:

o zowe ca7 commands rmtsub --job 0123

zowe > ca7 > commands » rmttrk

The RMTTRK defines a dependency on a job in a remote CA 7 workload.

Usage

zowe ca7 commands rmttrk [options]

Required Options
e --remote-sched | --rs (String)
o remote-sched=AS1

The name of publishing scheduler that issues this RMTTRK command.
Must be defined to receiving CA7ONL using XN.7.

This name is provided to the remote scheduler at subscription time.
Limists: 1-4 alphanumeric characters

e --job-name | --jn (String)

o job-name=PAYJOB



The name of job running in the publishing scheduler that invokes this command.

Limits: Autosys job names can be up to 64 characters.Valid characters are a-z, A-Z, 0-9,
period (.),underscore (_), hyphen (-), colon (), and pound (#).Do not include embedded
spaces or tabs.

Options
e --status (String)
o status=FAILURE

The status of job named on job-name.

The analogue of this service in AutoSys is change-status-job which supports these
values:

FAILURE, INACTIVE, RUNNING, STARTING, SUCCESS, TERMINATED

e --date-time-status-changed | --dtsc (String)
o date-time-status-changed=2021-08-12T10:12:13.680000-04:00

Date/time remote scheduler detected status change reported by the STATUS keyword.
Limits: ISO8601 character format.

CA7 Connection Options
e --host | -H (String)

o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.

--user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (String)



o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an API mediation layer.

e --protocol | -o (string)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (String)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options
e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (string)

o The value of the token to pass to the API.

--cert-file (local file path)

o The file path to a certificate file to use for authentication

--cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples



e Rmttrk job name JOB123to CA 7:

o zowe ca7 commands rmttrk --jn JOB123

zowe > ca7 > commands > run

Run a single job to CA 7.

Usage

zowe ca7 commands run [options]

Options
e --job (string)
o job=PAYROLL

Defines the long name of the job to run.
The ran jobs are placed in the request queue and assigned a unique CA 7 job number.

e --jobl (string)
o job=payrollSW123

Identifies the job to submit.
The value must be a long job name.
If the job has not been defined in the database, use JOB instead.
See also JCLID. JOB and JOBL are mutually exclusive.
Limits:
1 to 64 alphanumeric characters
e --arfset | --as (string)

o arfset={arfsetname|**NONE**}

Defines the ARF set name that is used for this run of the job.
If you specify *NONE**, no ARF processing is performed for this run of the job.

Limits: 1 to 8 alphanumeric characters or *NONE**
e --class (string)
o class=n

Defines the workload balancing class for resource checking.



Limits: 1 alphanumeric character

--dotm (String)

o dotm=hhmm

Defines the due-out time-of-day for the job in hours (hh) and minutes (mm).
If DOTM is specified on the DEMAND/DEMANDH command and the value that is given
is earlier than the current time, the due-out day is assumed to be the following day.

If DOTM and LEADTM are both omitted, then deadline start time is assumed to be the
current time plus the LEADTM.

Limits: hh= 2 numeric characters from 0 to 24
mm= 2 numeric characters from 00 to 59

Required: No (unless DATE is used, if so, DOTM or TIME must be specified)

--exec | -e (string)

o exec={NO|YES}

Specifies whether to execute the job (YES/NO).

If NO (N) is used, the job does not run but shows a normal completion as if it did run. The
value that is specified here overrides the value that is coded on the job definition EXEC
field.

Default: The job definition panel EXEC value if the job is defined to CA WA CA 7 Edition;
otherwise YES.

--jelid | --ji (string)

o jclid=10

Defines the JCL data set that contains the execution JCL to be submitted.

If used, the value must be a numeric INDEX associated with the wanted JCL data set (on
the JCL statement in the initialization file).

If the job is defined in the database, the value must be the same as the value on the
DB.1 panel or the Optional PARMLIB/Parmlib value on the DB.10 and DB.11 panels.This
field or the JCLLIB field is required if the job is not defined in the database. JCLID and
JCLLIB are mutually exclusive.Limits: 1 to 3 numeric characters from O through 254 and
from 256 through 999. 255 is reserved.

--jecllib | --j1 (string)



o jcllib=&SPECIAL
Defines the JCL data set that contains the execution JCL to be submitted.

If used, the value must be a symbolic INDEX associated with the wanted JCL data set
(on the JCL statement in the initialization file).

If the job is defined in the database, the value must be the same as the value on the
DB.1 panel or the Optional PARMLIB/Parmlib value on the DB.10 and DB.11 panels.This
field or the JCLLIB field is required if the job is not defined in the database. JCLID and
JCLLIB are mutually exclusive.Limits: 2 to 16 alphanumeric characters beginning with
ampersand (&)

e --late (string)
o late={NO|YES}

Specifies whether a notification occurs when the job becomes late.

Specify YES (YY) to make the job eligible to be marked LATE. If NO (N) is used, the job is
never marked LATE. The value that is specified here overrides the value that is coded on
the job definition PROMPTS field.

e --leadtm | --1t (string)
o leadtm={0100|hhmm}

Specifies the lead (processing) time that is required for the job to run.
If omitted, 1 hour is usedFormat: hhmm

Limits: hh= 2 numeric characters from 0 to 24

mm= 2 numeric characters from 00 to 59You can omit leading zeros.

e --mainid | --mi (String)
o mainid={ALL|SYn|/SYn|-SYn}

Specifies the MAINID, as defined in the initialization file CPU statement, to which you
want to redirect the job.

The value that is specified here overrides the value that is coded on the job definition
MAINID field. The name must be one of the following values:

ALL
Specifies all CPUs are acceptable for executing the job.

SYn
n defines the CPU to which the job is being redirected. The value of n can range from 1



to 7.

/SYn

n defines a CPU to which the job cannot be submitted. The value of n can range from 1
to 7.

-SYn

n defines a CPU to which the job cannot be submitted. The value of n can range from 1
to 7.

Limits: Invalid for internal cross-platform jobs.

--rms (String)

o rms={NO|YES}

Specifies whether CA WA CA 7 Edition inserts the CA Workload Automation Restart
Option for z/OS Schedulers RMS step.

Specify YES (Y) to insert the step with the CA Workload Automation Restart Option for
z/OS Schedulers processing code of P. Enter NO (N) to indicate that the RMS step is not
inserted.

The value that is specified here overrides the value that is coded on the job definition
INSERT-RMS field.

Default: The job definition panel INSERT-RMS value if job defined to CA WA CA 7
Edition; otherwise NO.

Limits: Invalid for internal cross-platform jobs.

--schid | --si (string)

o schid={1|nnn}

Indicates the schedule ID to be used for evaluating JCL overrides that are scheduled with
the #Jx or #Xx commands.

Default: 1
Limits: 1 to 3 numeric characters from 1 to 999 (See Note)

No (unless the SCHEDULE statement in the initialization file specifies SCHID=YES, then
this parameter is required)

--time (String)

o time={hhmm|+hhmm}



Establishes a submit time-of-day requirement for the job.

Format: hhmm

Defines the time-of-day where hh is hours (0 through 23) and mm is minutes (00 through
59).

Leading zeros are not required

e --type (String)
o type={CLOCK|END|RES|START}

Indicates that the job is being scheduled for rerun.
The value must be specified as shown.

TYPE=RES is optional.If used, a restart requirement is placed on the job, and the job has
to be manually restarted.Limits: RES, CLOCK, START, or END

CA7 Connection Options

--host | -H (string)

o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)
o Port for the CA7 API service that is running on the mainframe system.
e --user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (string)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an API mediation layer.

--protocol | -o (String)

o Specifies protocol to use for CA7 connection (http or https).



Allowed values: http, https

Profile Options
e --ca7-profile | --ca7-p (string)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (String)

o The value of the token to pass to the API.

--cert-file (local file path)

o The file path to a certificate file to use for authentication

--cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

e Run ajob, PAYROLL to CA 7:

o zowe ca7 commands run --job PAYROLL

zowe > ca7 > commands > runh

Run and hold a single job to CA 7.



Usage

zowe ca7 commands runh [options]

Options
e --job (string)
o job=PAYROLL

Defines the long name of the job to run.
The ran jobs are placed in the request queue and assigned a unique CA 7 job number.

e --jobl (string)
o job=payrollISW123

Identifies the job to submit.
The value must be a long job name.
If the job has not been defined in the database, use JOB instead.

See also JCLID. JOB and JOBL are mutually exclusive.
Limits:
1 to 64 alphanumeric characters

e --arfset | --as (string)

o arfset={arfsetname|**NONE**}

Defines the ARF set name that is used for this run of the job.
If you specify *NONE**, no ARF processing is performed for this run of the job.

Limits: 1 to 8 alphanumeric characters or *NONE**
e --class (string)
o class=n
Defines the workload balancing class for resource checking.
Limits: 1 alphanumeric character
e --dotm (string)

o dotm=hhmm

Defines the due-out time-of-day for the job in hours (hh) and minutes (mm).
If DOTM is specified on the DEMAND/DEMANDH command and the value that is given



is earlier than the current time, the due-out day is assumed to be the following day.

If DOTM and LEADTM are both omitted, then deadline start time is assumed to be the
current time plus the LEADTM.

Limits: hh= 2 numeric characters from 0 to 24
mm= 2 numeric characters from 00 to 59

Required: No (unless DATE is used, if so, DOTM or TIME must be specified)
e --exec | -e (string)
o exec={NO|YES}

Specifies whether to execute the job (YES/NO).

If NO (N) is used, the job does not run but shows a normal completion as if it did run. The
value that is specified here overrides the value that is coded on the job definition EXEC
field.

Default: The job definition panel EXEC value if the job is defined to CA WA CA 7 Edition;
otherwise YES.

e --jclid | --ji (string)
o jclid=10
Defines the JCL data set that contains the execution JCL to be submitted.

If used, the value must be a numeric INDEX associated with the wanted JCL data set (on
the JCL statement in the initialization file).

If the job is defined in the database, the value must be the same as the value on the
DB.1 panel or the Optional PARMLIB/Parmlib value on the DB.10 and DB.11 panels.This
field or the JCLLIB field is required if the job is not defined in the database. JCLID and
JCLLIB are mutually exclusive.Limits: 1 to 3 numeric characters from 0 through 254 and
from 256 through 999. 255 is reserved.

e --jcllib | --j1 (string)
o jcllib=&SPECIAL
Defines the JCL data set that contains the execution JCL to be submitted.

If used, the value must be a symbolic INDEX associated with the wanted JCL data set
(on the JCL statement in the initialization file).



If the job is defined in the database, the value must be the same as the value on the
DB.1 panel or the Optional PARMLIB/Parmlib value on the DB.10 and DB.11 panels.This
field or the JCLLIB field is required if the job is not defined in the database. JCLID and
JCLLIB are mutually exclusive.Limits: 2 to 16 alphanumeric characters beginning with
ampersand (&)

e --late (string)
o late={NO|YES}

Specifies whether a notification occurs when the job becomes late.

Specify YES (Y) to make the job eligible to be marked LATE. If NO (N) is used, the job is
never marked LATE. The value that is specified here overrides the value that is coded on
the job definition PROMPTS field.

e --leadtm | --1t (String)
o leadtm={0100|hhmm}

Specifies the lead (processing) time that is required for the job to run.
If omitted, 1 hour is usedFormat: hhmm

Limits: hh= 2 numeric characters from 0 to 24

mm= 2 numeric characters from 00 to 59You can omit leading zeros.

e --mainid | --mi (String)
o mainid={ALL|SYn|/SYn|-SYn}

Specifies the MAINID, as defined in the initialization file CPU statement, to which you
want to redirect the job.

The value that is specified here overrides the value that is coded on the job definition
MAINID field. The name must be one of the following values:

ALL
Specifies all CPUs are acceptable for executing the job.

SYn
n defines the CPU to which the job is being redirected. The value of n can range from 1
to 7.

/ISYn
n defines a CPU to which the job cannot be submitted. The value of n can range from 1
to 7.



-SYn
n defines a CPU to which the job cannot be submitted. The value of n can range from 1
to 7.

Limits: Invalid for internal cross-platform jobs.

--rms (String)

o rms={NO|YES}

Specifies whether CA WA CA 7 Edition inserts the CA Workload Automation Restart
Option for z/OS Schedulers RMS step.

Specify YES (Y) to insert the step with the CA Workload Automation Restart Option for
z/OS Schedulers processing code of P. Enter NO (N) to indicate that the RMS step is not
inserted.

The value that is specified here overrides the value that is coded on the job definition
INSERT-RMS field.

Default: The job definition panel INSERT-RMS value if job defined to CA WA CA 7
Edition; otherwise NO.

Limits: Invalid for internal cross-platform jobs.

--schid | --si (string)

o schid={1|nnn}

Indicates the schedule ID to be used for evaluating JCL overrides that are scheduled with
the #Jx or #Xx commands.

Default: 1
Limits: 1 to 3 numeric characters from 1 to 999 (See Note)

No (unless the SCHEDULE statement in the initialization file specifies SCHID=YES, then
this parameter is required)

--time (String)

o time={hhmm|+hhmm}

Establishes a submit time-of-day requirement for the job.

Format: hhmm
Defines the time-of-day where hh is hours (0 through 23) and mm is minutes (00 through



59).
Leading zeros are not required

e --type (string)
o type={CLOCK|END|RES|START}

Indicates that the job is being scheduled for rerun.
The value must be specified as shown.

TYPE=RES is optional.If used, a restart requirement is placed on the job, and the job has
to be manually restarted.Limits: RES, CLOCK, START, or END

CA7 Connection Options
e --host | -H (String)

o Host name of the CA7 API service that is running on the mainframe system.

--port | -P (number)

o Port for the CA7 API service that is running on the mainframe system.

--user | -u (string)

o User name for authenticating connections to the CA7 API service that is running on the
mainframe system.

--password | --pass | --pw (String)

o Password for authenticating connections to the CA7 API service that is running on the
mainframe system.

e --base-path | --bp (String)

o The base path for your APl mediation layer instance. Specify this option to prepend the
base path to all resources when making REST requests. Do not specify this option if you
are not using an APl mediation layer.

--protocol | -o (string)
o Specifies protocol to use for CA7 connection (http or https).

Allowed values: http, https

Profile Options



e --ca7-profile | --ca7-p (String)
o The name of a (ca7) profile to load for this command execution.
e --base-profile | --base-p (String)

o The name of a (base) profile to load for this command execution.

Base Connection Options

e --reject-unauthorized | --ru (boolean)
o Reject self-signed certificates.
Default value: true
e --token-type | --tt (String)

o The type of token to get and use for the API. Omit this option to use the default token
type, which is provided by 'zowe auth login'.

e --token-value | --tv (string)

o The value of the token to pass to the API.

--cert-file (local file path)
o The file path to a certificate file to use for authentication
e --cert-key-file (local file path)

o The file path to a certificate key file to use for authentication

Examples

¢ Run and holds a job, PAYROLL to CA 7:

o zowe ca7 commands runh --job PAYROLL

zowe > ca7 > commands > submit

The SUBMIT top line command modifies and expedites the process of job submission for jobs
already residing in the queues

Usage

zowe ca7 commands submit [options]



Required Options
e --ca7num (String)
o ca7num=0016

Defines the name of the job to Submit.
Indicates the individual job to Submit, and the value must be a CA 7 job number.

Options
e --express | --ex (string)
o example: YES

(Optional) Indicates to place the job ahead of all other jobs (those jobs without
EXPRESS=YES) for submission.

The value must be coded as shown. Not valid if workload balancing is being used.
Use of EXPRESS=YES does not establish an increased execution priority for a 